
List of Talks and Presentations:  

 Frequent presenter on novel ICS/OT topics at local and international conferences. Recent additional 

expertise working on analysis of information operations campaigns. 

● Google EMEA Security Forum, Amsterdam 

o COSMICENERGY: New OT Malware for Power Disruption 

● BSides 2023, Dublin 

o Schroedinger’s Hack: Are Hacktivist Operations Placing Operational Technology at 

Risk 

● RSA 2023, San Francisco 

o Booth Talks: DRAGONBRIDGE Influence Campaign Leverages New TTPs 

● IndCyber Forum 2023, Mexico City 

o Evolución del Panorama de Amenazas de OT Desde Una Perspectiva de 

Inteligencia 

● OWASP Netherlands 2022, Amsterdam 

o INCONTROLLER: New Malware Developed to Target Industrial Control Systems 

● BRUCON 2022, Belgium 

o INCONTROLLER: New Malware Developed to Target Industrial Control Systems 

● May Contain Hackers 2022, Netherlands 

o First Privacy, Now Safety: An Anthology of Tales from the Front Lines of Cyber 

Physical Security 

● Euskalhack Security Congress V, Spain 

o INCONTROLLER: New State-Sponsored Cyber Attack Tools Target Industrial 

Control Systems 

● Confidence Conference 2022, Poland 

o INCONTROLLER: New Malware Developed to Target Industrial Control Systems 

● S4x2022 in Miami, USA 

o Introducing Mandiant’s DFIR Framework for OT Embedded Systems 

● 2022 FIRST Technical Colloquium, Netherlands 

o The Little Things That Matter: How Vulnerability Advisories Shaped ICS Threat 

Intelligence 

● NoHat 2021 in Bergamo, Italy 

o Honey, they hacked the kitchen: attacks on critical and not-so-critical cyber physical 

systems 

● BRUCON 2021 in Ghent, Belgium 

o Chasing the White Whale of Malware: Foundations for Understanding OT Binaries 

● Midwest Reliability Organization (MRO) 2021, Virtual (USA) 

o Ransomware Attacks and Shutdowns: Defending your OT Network 

● IIoT World Days (Panelist) 

o Best practices for ICS security in various industries 

● CS3STHLM 2020, Virtual (Stockholm) 

o Ransomware? Please Hold For The Next Available Agent 

● U-GoB Virtual Summit 2020, Virtual (Mexico) 

o Internet de las Cosas Públicas ¿Serán Seguras? 

● Virus Bulletin 2020, Virtual  

o Hello from the OT Side! (Ireland) 

● RSA Security Conference 2020 in San Francisco, California 

o Ransomware’s Threat Over Critical Infrastructure and Industrial Production 

https://www.mro.net/MRODocuments/Ransomware%20Attacks%20and%20Shutdowns%20Defending%20Your%20OT%20Network_Chris%20Sistrunk%20and%20Daniel%20Kapellan.pdf


● Virus Bulletin 2019 in London, UK 

o Fantastic Information and Where to Find it: A guidebook to open-source OT 

reconnaissance 

● North Atlantic Treaty Organization (NATO) Conference on Cyber Conflict (CyCon) 2019 in 

Tallin, Estonia 

o Call to Action: Mobilizing Community Discussion to Improve Information-Sharing 

About Vulnerabilities in Industrial Control Systems and Critical Infrastructure 

● ICS Village, Hack the Capitol 2019 in Washington, D.C. 

o A TRITON Perspective on IT/OT Convergence 

● Industrial Control System Joint Working Group (ICSJWG) by the US Department of 

Homeland Security - Cyber Security Infrastructure Security Agency (CISA) in USA 

(Albuquerque, New Mexico and Kansas City, Missouri) 

o 2019: TRITON Attack Attribution 

o 2018: Vulnerability Assessment in ICS Environments: Lessons Learned and Wish 

List of Improvements 

● American Fuel and Petrochemical Manufacturers (AFPM) Operations & Process Technology 

Summit 2018 in Dallas, Texas 

o ICS Vulnerability Assessments: Choose Your Own Adventure 

● U-Gob Foro de Agenda Digital: Retos 2018-2024 in Mexico City, Mexico 

 

The prior list does not include other support for webinars and podcasts such as Mandiant 

webinars, Eye on Security by FireEye, Unsolicited Response by S4, ISA Brazil, or Aperture by 

Claroty. 


